
 
  

 
Health Sector Cybersecurity Coordination Center Cyber Threat Briefing: 

Frequently Asked Questions 
 

Q: What is the Health Sector Cybersecurity Coordination Center (HC3)? 
A:  The Health Sector Cybersecurity Coordination Center serves as a U.S. Department of 

Health and Human Services’ focal point for cybersecurity collaboration with the 
Healthcare and Public Health (HPH) sector, ensuring cybersecurity risks are actively 
identified and communicated. 

 

 Q:  What are these briefings about? 
A: Hosted by the Health Sector Cybersecurity Coordination Center, these one-hour briefings are 

intended to provide cyber threat information among technical and non-technical 
professionals within the HPH sector. 

 

 Q: Who should attend these briefings? 
A:  These briefings are intended to assist professionals with a range of backgrounds and 

expertise in cybersecurity.  Although the initial series is a pilot, the long-term goal is 
to establish regular contributors to the briefings. 

 

 Q:  Where will the briefings be hosted? 
A: These briefings will be hosted virtually (via WebEx teleconferencing), to encourage 

wide participation, regardless of physical location.  The WebEx information will be 
provided to participants in the meeting invite. 

 

 Q: How are the briefings conducted? 
A:  Cybersecurity staff from the Health Sector Cybersecurity Coordination Center will lead 

the one-hour virtual meetings. PowerPoint slides will be presented to aid the topic 
discussion. 
Following the briefing, a portion of the meeting will be dedicated for questions 
and discussion. 

 

Questions 
If you have questions about the Cyber Threat Briefing series, please email HC3@hhs.gov.  
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