
  

 

  
 

 

  

  

FINISHED INTELLIGENCE REPORTS 
 

 

 

  
HC3 Threat Briefing – Abuse of Legitimate Security 
Tools and Health Sector Cybersecurity  
  
  

 

 

  

 

 

  

  

TLP:WHITE  
 

  

Oct 06, 2022 
 

 

 

 
Please see the attached weekly threat brief from the HHS Health Sector 
Cybersecurity Coordination Center (HC3). This week's briefing is on Abuse of 

Legitimate Security Tools and Health Sector Cybersecurity and covers the 

following topics:  

 Cobalt Strike 
 PowerShell 

  Mimikatz 
 Sysinternals 
 Anydesk 

 Brute Ratel 
 References 
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Download Health-ISAC’s Information Sharing App.  
 

   

    

    

 

 

  
For more update and alerts, visit: https://health-isac.cyware.com  

 

 

  
  

  

If you are not supposed to receive this email, 

please contact us at toc@h-isac.org.  
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